
ONLINE

INFORMATION
SECURITY

Use a different password for
each service you use online. This

way if one has a data breach
you only have to worry about
that password being leaked.
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CHECK FOR PHISHING

VERIFY PHONE CALLS

Phishing emails may look real,
but if you look into the sender

addresses, the urgency, and the
contents of the email you can

spot a fake pretty quickly. Don’t
open anything until you verify!

CHECK FOR PHISHING
Scam calls have been, and are
growing increasingly popular.
Verify every call with the real
agency they say they are with
before agreeing to anything.

Most agencies will never request
payment over the phone.

VERIFY PHONE CALLS

SHADOWCODING

Being safe online doesn’t have to be hard. By
learning the basics you can help yourself stay safe
and keep your data from prying eyes.


